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### Definitions that apply to this Policy

<table>
<thead>
<tr>
<th><strong>Lone Worker</strong></th>
<th>Is used to describe a wide variety of staff who work, either occasionally or regularly, on their own, without access to, or out of sight of immediate support from managers or other colleagues</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Due Regard</strong></td>
<td>Having due regard for advancing equality involves:</td>
</tr>
<tr>
<td></td>
<td>• Removing or minimising disadvantages suffered by people due to their protected characteristics.</td>
</tr>
<tr>
<td></td>
<td>• Taking steps to meet the needs of people from protected groups where these are different from the needs of other people.</td>
</tr>
<tr>
<td></td>
<td>• Encouraging people from protected groups to participate in public life or in other activities where their participation is disproportionately low.</td>
</tr>
</tbody>
</table>
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Equality Statement

Leicestershire Partnership NHS Trust (LPT) aims to design and implement policy documents that meet the diverse needs of our service, population and workforce, ensuring that none are placed at a disadvantage over others.

It takes into account the provisions of the Equality Act 2010 and promotes equal opportunities for all.

This document has been assessed to ensure that no one receives less favourable treatment on the protected characteristics of their age, disability, sex (gender), gender reassignment, sexual orientation, marriage and civil partnership, race, religion or belief, pregnancy and maternity.

In carrying out its functions, LPT must have due regard to the different needs of different protected equality groups in their area.

This applies to all the activities for which LPT is responsible, including policy development and review.

Due Regard

LPT must have due regard to the aims of eliminating discrimination and promoting equality when policies are being developed. Information about due regard can be found on the Equality page on e-source and/or by contacting the LPT Equalities Team.

The Due regard assessment template is Appendix 15 of this document

1 Summary

The objectives of this Policy are to ensure the safety of lone workers or members of staff who occasionally work alone, by minimising the risks they may face and ensuring adequate measures are in place to improve their safety.

2 Purpose and Aim of the Policy

This policy forms the basis of developing, implementing and disseminating local policies and procedures that seek to address the needs or minimise the risks faced by the diverse staff groups that may have to work alone in a variety of situations. The implementation of this policy will ensure that the organisation meets its legislative responsibilities under the Health and Safety at Work Act 1974 and the Management of Health and Safety at Work Regulations 1999 as well as the requirements of NHS Standards in regard to Counter Fraud and Security Management services.

It is important to recognise that this policy has many associations with other policies and procedures of the Organisation. Therefore this policy should not be read in isolation, all staff should be aware of related policies and procedures (see section 17). This Lone Worker policy document is concerned with perceived and actual risks associated with members of staff who work in isolation whether in the community or in other settings such as health centre clinics, school clinics etc.
The personal safety at all times of all clinical and non-clinical lone working staff.

The main aims of the policy are to:

- Raise staff awareness of safety issues relating to lone working
- Ensure lone working is risk-assessed in an appropriate and dynamic way and where reasonably practicable, safe systems of work are put in place to reduce the risk
- Ensure that appropriate training is available to all staff to equip them to recognise and manage risks.
- Provide practical advice on safety when working alone, including where appropriate, the use of technology.
- Ensure that there are organisational structures, defined roles and responsibilities, communication links and support in place to help lone workers if they require assistance.
- Demonstrate to managers and their colleagues that lone working staff are safe and have procedures in place to protect them
- Ensure full reporting and recording of any adverse incidents relating to one working is carried out.
- Reduce the incidents of violence or abuse to staff related to lone working.

3 Definition of Lone Worker/Working

Throughout this document the term “Lone Worker” is used to describe members of staff who work, either occasionally or regularly, on their own, without access to, or out of sight of immediate support from managers or other colleagues.

Lone working is not unique to any particular group of staff, working environment or time of day. Lone workers can include a receptionist working alone in a reception area, those who travel between NHS sites and premises as well as those who routinely work with patients, either in their own homes or in individual sessions within a clinical environment.

Community staff, lone workers and those individuals undertaking home visits should be considered a particularly high risk group of staff. Managers and staff need to consider measures that can be taken to minimise risks to their safety.

4 Legislation

Health and Safety law applies to risks of violence just as it does to other work related risks. Staff and managers must be aware of the following pieces of relevant legislation

NHS Standard Contract

The NHS Standard Contract requires all NHS provides to manage security by taking the necessary action to meet the requirements of NHS Security Management Standards. These standards include the requirement to ‘undertake and assessment of the risks to its lone workers including the risk of reasonably foreseeable violence. Where appropriate, it takes steps to avoid or control the risks and these measures are regularly and sound monitored reviewed and evaluated for their effectiveness.
Health and Safety at Work Act 1974

NHS healthcare organisations have responsibilities under the Health and Safety at Work Act 1974, to ensure, so far as is reasonably practicable, the health, safety and welfare of employees and others at work.

This includes written policies setting out arrangements for managing health and safety risks. These policies should be publicised and easily accessible to staff.

The Management of Health and Safety at Work Regulations 1999

These regulations require employers to assess risks to employees and non-employees and make arrangements for effective planning, organisation, control, monitoring and review of health and safety risks, this includes risks of violence to employees. Furthermore, the regulations require that the assessment is recorded, actions implemented and records of the assessment made available to staff and others as appropriate.

Safety Representatives and Safety Committees Regulations 1977 (a) and The Health and Safety (Consultation with Employees) Regulations 1996 (b)

Employers must inform, and consult with, employees in good time on matters relating to their health and safety. Employee representatives, either appointed by recognised trade unions under (a) or elected under (b) may make representations to their employer on matters affecting the health and safety of those they represent.

The Corporate Manslaughter and Corporate Homicide Act 2007

This came into force in April 2008 and creates a new offence under which an organisation (rather than any individual) can be prosecuted and face an unlimited fine, particularly if an organisation is in gross breach of health and safety standards and the duty of care owed to the deceased.

5 Roles and Responsibilities

It is essential that staff at all levels within the organisation are made aware of their responsibilities for implementing, monitoring and complying with this policy to ensure that lone working security and safety measures are accepted and implemented they must be communicated effectively so that staff are familiar with the processes that are in place for their protection. This is facilitated through:

- Job descriptions
- Contracts of employment
- Codes of conduct
- Staff handbooks
- Appropriate policies and procedures
- Corporate Induction
- Local Induction processes
- Team briefings
- Training (such as conflict resolution training)
- Mandatory Training
• The Intranet
• Communication of arrangements from risk assessment of lone worker activities.

5.1 **The Role of the Organisation**

Under health and safety legislation employers have a legal duty to ensure; so far as is reasonably practicable, the health, safety and welfare at work of their employees. The organisation recognises its legal obligations under the “Health and Safety at Work Act” to its staff and whilst this must ultimately be the responsibility of the Chief Executive and Leicestershire Partnership NHS Trust Board, staff have a duty to perform their daily activities in accordance with the Organisation’s procedures and to accept the element of personal responsibility for their own safety.

5.2 **Chief Executive**

The Chief Executive has overall responsibility for the protection of lone workers by gaining assurance that policies procedures and systems to protect lone workers are implemented.

5.3 **Head of Trust Health and Safety Compliance**

The Head of Trust Health and Safety Compliance is responsible for ensuring that appropriate security management provisions are made within the organisation to protect lone working staff and that these comply with relevant health and safety legislation and NHS Security Management Standards.

The Head of Trust Health and Safety Compliance is responsible for raising the profile of security management at Board level to obtain support and resources for security strategies and initiatives.

The Head of Trust Health and Safety Compliance has the responsibility for the nomination and appointment of the Local Security Management Specialist (LSMS) and through continued liaison ensure that security management work is being undertaken to the highest standard.

The Head of Trust Health and Safety Compliance will oversee the effectiveness of risk reporting, assessment and management processes for the protection of lone workers and gain assurance that all steps have been taken to avoid or control foreseeable risks.

5.4 **Local Security Management Specialists (LSMS)**

The LSMS is responsible for ensuring that the healthcare organisation has robust and up-to-date policies and procedures in place to ensure the safety of lone workers. In liaison with line managers, the LSMS should ensure that these are disseminated to all relevant staff – including those responsible for their implementation and those whom they are designed to safeguard.

Local procedures will always be developed in consultation with relevant stakeholders. These include health and safety advisors, line managers, human resources representatives, risk managers and staff representatives (for example, trade unions and professional bodies).
The LSMS will advise the trust on physical security measures, to improve the personal safety of lone workers and ensure that appropriate preventative measures are in place.

The LSMS will assist in ensuring that any technology introduced to protect lone workers meets legal requirements, is appropriate, proportionate and meets the needs of the organisation and lone working staff.

The LSMS will assist managers and staff with associated risk assessments and management processes advising on appropriate security provisions and technologies to protect lone workers.

When an incident occurs, if appropriate the LSMS will carry out a full investigation in liaison with relevant staff and managers and where necessary, liaise with the police to allow follow-up action to be taken.

The LSMS will ensure that a full report of any incident including its outcomes and lessons learned is made available to the SMD, the Health and Safety Committee and relevant staff and managers so that appropriate measures can be implemented to reduce risks of reoccurrence.

5.5 Line managers

Line managers are to identify any member of staff within their area of responsibility that works alone or in isolation and ensure that the provisions of this policy are applied to their work.

The line manager is accountable for ensuring that all relevant policies and procedures are implemented and disseminated to lone working staff for which they are responsible. They are responsible for ensuring that lone workers are appropriately protected before entering a lone working situation.

Line managers must ensure that suitable and sufficient generic risk assessments are conducted in consultation with the appropriate people (e.g. LSMS, Health and Safety Advisors, Staff Side representatives), to ensure that all risks from lone working are identified and appropriate control measures introduced to minimise, control or remove them.

These control measures will include ensuring that lone workers receive sufficient information, training, instruction and advice.

Line managers must also ensure that all necessary physical measures are put in place, appropriate technology is made available and, where the safety of lone workers is threatened, that alternative arrangements can be made.

Line managers should conduct regular reviews of arrangements to ensure that all measures are effective and continue to meet the requirements of the lone worker.

When an incident occurs, the line manager should ensure that the employee involved completes an e-IRF incident reporting form in accordance with the Trust’s Incident Reporting Policy as soon as possible. They should also make sure that the incident is reported to the LSMS for follow-up action, including, where appropriate, contact with the police.
When an incident occurs, the line manager must make sure that the individual has access to a list of relevant contacts or that they can be referred to the relevant person (e.g. LSMS, occupational health, staff support network, counselling or psychological services) for appropriate support and counselling. This will ensure that they undergo a debrief and a physical assessment, that any injuries are documented and that they receive access to proper post-incident support.

After an incident, the risk assessment should be revisited as soon as possible, the adequacy of existing control measures reviewed and the risk register updated accordingly. This should take place before carrying out a formalised investigation, reviewing lessons learned and taking appropriate action taken to try to prevent a recurrence. Once any investigation is complete any further identified risks should be reflected in the risk assessment.

5.6 Lone Working Staff Members

Staff members have a responsibility to take reasonable care of their own personal safety and adhere to any arrangements the organisation and its managers make to support this.

Staff members have a responsibility to take reasonable care and to cooperate with their employer under health and safety legislation. This includes making full use of conflict resolution training, Management of Actual or Potential Aggression (MAPA) training; Strategies for Crisis Intervention and Prevention (SCIP) training; training in the use of Personal Protective Equipment (PPE) and technology and any other information, instructions (see section 6.5 - 6.6).

Members of staff must use any PPE provided/issued to protect them from identified risks. They are responsible for ensuring that PPE remains serviceable and that it is repaired or replaced when found to be faulty or damaged.

Staff should plan appropriately and risk-assess before a visit and undertake continuous dynamic risk assessment of the situation they find themselves in, being aware of any changing circumstances and taking necessary action to minimise the possibility of an incident occurring.

Where members of staff have identified risks that they cannot manage using the means available to them they should refer to an appropriate manager for direction.

Members of staff should ensure that all incidents are reported by EIRF.

6 The Risk Process

The identification of risks is essential in enabling the organisation to implement measures to reduce risks to lone workers. Successful risk assessment relies on using all available information including operational experience from previous incidents and feedback from all staff. It is essential that staff members are encouraged to report identified perceived risks to all managers as well as near misses so that detailed risks assessments can be carried out and appropriate action taken. For example:

- working conditions: normal, abnormal and hazardous conditions, such as dangerous steps, unhygienic or isolated conditions, poor lighting.
• particular work activities that might present a risk to lone workers, such as prescribers carrying prescription forms and medicines on their person, particularly controlled drugs

• staff delivering unwelcome information or bad news: whether they have received suitable and sufficient training to deliver sensitive or bad news and defuse potentially violent situations

• the possibility of an increased risk of violence from patients/service users due to alcohol abuse, drug misuse, in relation to their clinical condition or response to treatment, and the risk of violence from their carers or relatives

• the lone worker wearing uniforms when visiting certain patients/service users

• working in or travelling between certain environments or settings

• lone workers carrying equipment that makes them a target for theft or makes them less able to protect themselves

• evaluation of capability to undertake lone working – for example, being inexperienced or pregnant, or having a disability.

6.1 Assessment of Risks

Managers must ensure that all Lone Working staff complete an Environmental Risk Assessment (APPENDIX 1) as fully as possible before or within 24 hours after their first visit. This should be kept in a locally based risk file or the patients notes where relevant and also recorded onto the patient record. The risk assessment must follow the Trust’s Risk Management Strategy for recording and escalating the risks.

Staff members who carry out an assessment of the perceived risks should not be penalised if they feel unable to perform their duties as a result of a perceived or real risk to their own or a colleague’s safety. To balance the need of providing care for patients where there is a perceived or real risk alternative provision of care should be made such as arranging treatment in secure premises or organising accompanied visits. Although a common sense approach should be adopted, staff should not enter into lone working situations where they feel that their safety or the safety of their colleagues could be compromised.

The risk assessment process must document any action required to control the risks. Documented risk assessments must be reviewed by line managers and risks re-assessed as conditions change. Risk Assessment records must be kept for auditing as well as evidence purposes in cases where an incident occurs.

6.2 Managing Risk

The organisation will, so far as reasonably practicable establish safe systems of work for its lone working staff, this may include, but is not exclusive to:

• establishing processes and procedures for staff to communicate with their colleagues if a problem occurs
• require teams to use lone worker apps as and when they become available
• use of the Identicom lone worker device if identified through risk assessment
• a rapid escalation process in the event of a perceived or real threat including access to a 24-hour management on call system
• the sharing of information relating to risk across all teams and departments responsible for providing care or services where any risk to safety to staff is known or suspected.
• appropriate training to front line staff to prevent conflict situations arising
• a flagging system on patients records or files in line with the Data Protection Act
• regular review of risk assessments
• regular review of incident reports.

6.3 Review

Where a risk is deemed unmanageable within existing resources and processes, or actions have not proved successful in eliminating or reducing risks, the risk needs to be escalated as per the Risk Management Strategy. Staff members and managers should seek the advice of specialist personnel within the organisation i.e. the Head of Health Safety and Compliance or the LSMS.

Where necessary the relevant senior clinical manager should convene a case conference with relevant personnel to discuss future action plans and treatment regimes. The Head of Trust Health and Safety Compliance must be kept advised of any progress, decisions or difficulties.

6.4 Before a Lone Worker Visit

There is a requirement to share information between all colleagues or teams involved in delivering care therefore prior to a first visit, Lone Workers should routinely check the electronic patient records to establish whether any pre-existing risk has been identified. Where workloads or visits are shared between a specific team local records should also exist to ensure that risks are “flagged” e.g. staff planners.

Where a member of staff is scheduled to make a “flagged” visit, arrangements should be made to carry out an accompanied visit or to ensure that a “buddy” or manager is made aware of the visit.

Where members of staff have been issued with a lone worker device, or are using the lone worker app they must ensure that they record all their visits throughout the day whilst highlighting any visits of known risk or concern.

6.5 Violent Patient Scheme/Violent Patient Indicator

It may not be appropriate for lone workers to visit high risk patients in their own homes and where possible the organisation should access the specialist services offered by the GP practices to manage the risk of their lone working staff. If there is a clinical need however managers and staff should ensure that an appropriate risk assessment is conducted and the necessary measures are in place beforehand.

Records of patients with a history of violence should be indicated to show that there may be a risk of violence or that there is a potential risk of violence following an incident. The indicator should outline the nature of the risk and practical advice for lone working staff.
6.6 Information Sharing

Line Managers must ensure that suitable protocols exist with relevant health, social care and public sector colleagues to share risks, where legally permissible, concerning lone workers associated with a particular patient/service user or address.

6.7 Low Risk Activities

There may be some activities that are classed as low risk e.g. staff working remotely in an office building in a secure area whilst the building is still open or reception staff working alone in reception whilst there is still sufficient activity from patients or there are other members of staff within easy contact. It should be borne in mind however that these risks can change dependent upon circumstance therefore any foreseeable risks should also be addressed e.g. staff working alone in an empty building or a receptionist working alone in an empty building or where there is no immediate access to support.

6.8 High Risk Activities

If there is a history of violence and/or the patient/service user, other friends/relatives who may be present or the location is considered high-risk, managers should consider treating the patient/service user away from their home, at a neutral location or within a secure environment. Where this is not reasonably practicable, the manager must ensure that the lone worker is accompanied by at least one colleague or, in some cases, by the police and that their visit is noted and reported back on using a pre-arranged method or the lone worker recording device.

6.9 Scheduling visits

Before visiting a location or patient/service user that is a known risk, colleagues who may have worked alone in the same situation previously should be contacted. This aids communication and informs the action taken to minimise the risks.

If there are known risks associated with a particular location or patient/service user, lone workers should consider, in consultation with their manager, rescheduling the visit so they can be accompanied by another member of staff or security or police presence or as part of the risk assessment process, consideration should also be given to whether they should, and can, be treated by attending a health centre.

If practical, the time of day and day of the week for visits should be varied when visits are frequent.

Safety protective personal equipment such as a mobile phone or lone worker device supplied to support a safe working environment as required by health and safety legislation should be maintained in full working order by the lone worker.

6.10 Emergency equipment

As part of the planning process, the emergency equipment that may be required should be assessed. This might include a torch, map of the local area, telephone numbers for emergencies including local police and ambulance service.
6.11 Lone worker movements

Lone workers should always ensure that someone else (a manager or “buddy”) is aware of their movements. Lone workers who have been issued with the lone worker device must ensure that procedures are followed to ensure that they log amber alerts for each visit.

As a backup Lone workers should leave a written visiting log, containing a diary of visits, with a manager and colleague(s). This information may be in the form of staff planners or can be left on a whiteboard or similar, if it is in a secure office to which neither patients/service users nor members of the public have access.

Arrangements should be in place to ensure that visiting logs are accessible by all team colleagues.

Managers should ensure that details of vehicles used by lone workers are readily available at all times, for example, registration number, make, model and colour.

Where there is genuine concern, as a result of a lone worker failing to attend a visit or an arranged meeting within an agreed time, or to make contact as agreed, the manager should use the information provided in the log to locate them and ascertain whether they turned up for previous appointments that day. Depending on the circumstances and whether contact through normal means (mobile phone, pager, etc.) can be made; the manager or colleague should involve the police, if necessary.

If it is thought that the lone worker may be at risk, it is important that matters are dealt with quickly, after considering all the available facts. If police involvement is needed, they should be given full access to information held and personnel who may hold it, if that information might help trace the lone worker and provide a fuller assessment of any risks they may be facing.

Staff should co-operate with any process introduced by the organisation to ensure their safety, this includes proper and consistent use of any lone worker device issued to staff.

6.12 The buddy system

Managers and staff may also consider the use of a buddy system to compliment any other aids to security such as the lone worker device or lone worker smartphone app.

To operate the buddy system, managers must ensure that a lone worker nominates a buddy. This is a person who is their nominated contact for the period in which they will be working alone. The nominated buddy will:

- be fully aware of the movements of the lone worker
- have all necessary contact details for the lone worker, including next of kin (see Appendix 12)
- have details of the lone worker’s known breaks or rest periods
- attempt to contact the lone worker if they do not contact the buddy as agreed
- follow the agreed local escalation procedures for alerting their senior manager and/or the police if the lone worker cannot be contacted or if they fail to contact their buddy within agreed and reasonable timescales.
The buddy must be made aware that they have been nominated and what the procedures and requirement for this role are and contingency arrangements should be in place for someone else to take over the role of the buddy in case the nominated person is unavailable, for example if the lone working situation extends past the end of the nominated person’s normal working day or shift.

6.13 Escalation process

Managers must ensure that an appropriate escalation process is agreed with staff. To ensure the success of any escalation process, this must be clearly communicated to staff and relevant contact numbers provided. Likewise it is the responsibility of individual staff members to ensure that they provide colleagues and managers with their own up to date contact telephone numbers.

Where an alert has been raised to a colleague that colleague should contact their immediate line manager, where this is not possible contact should be made with the relevant Senior Manager on Call who will advise the most appropriate course of action. This may involve a series of telephone calls to known contacts, contact with the Alarm Monitoring Station where appropriate, or ultimately to the Police.

Where staff members have been issued with a Lone Worker device, the Alarm Receiving Centre (ARC) in the event of a “Red Alert”, will implement the agreed escalation process.

7 Lone Working

7.1 Dynamic Risk Assessment

This is the continuous process of identifying hazards and the risk of them causing harm, and taking steps to eliminate or reduce them.

All staff should be encouraged to:

- be alert to warning signs as covered in conflict resolution training
- carry out a ‘10-second risk assessment’ and if staff feel there is a risk of harm to themselves, they should leave immediately
- place themselves in a position to make a good escape, i.e. where possible, being the closest to an exit
- be aware of all entrances and exits
- be aware of the positioning of items, including those belonging to the lone worker (scissors, scalpels, etc.), that could be used as a weapon
- make a judgement as to the best possible course of action – for example, whether to continue working or withdraw
- utilise appropriate physical security measures (e.g. lone worker device)
- ensure that when they enter a confined area or room, they can operate the door lock in case they need to make an emergency exit

7.2 Recognising Warning Signs

Lone workers should be able to recognise the risks presented by those who are under the influence of alcohol/drugs or are confused, or where animals may be present. Being alert to these warning signs will allow the lone worker to consider all
the facts to make a personal risk assessment and, therefore, a judgement as to the best course of action (for example, to continue with their work or to withdraw). At no point should the lone worker place themselves, their colleagues or their patients/service users at risk or in danger.

7.3 **Management of a violent or abusive incident**

Managers are responsible for ensuring that their lone workers are aware of what actions to take in the event of an incident. They should ensure that their staff make full use of the lone worker device to record their daily itinerary and know what escalation processes have been agreed.

Where members of staff feel threatened in any way, they should remove themselves as quickly and safely from the situation. All such situations should be reported immediately to the line manager or senior manager on call and where relevant to the police.

7.4 **Dealing with animals**

Animals can present a real risk to staff particularly where clinical procedures may provoke a reaction from an animal or pet. *(APPENDIX 3)*

7.5 **Escorting patients/service users**

There may be occasions when staff members are required to escort or accompany patients and or their families to another venue or meeting. To ensure that this is carried out safely, an appropriate risk assessment should be made. *(APPENDIX 4)*

7.6 **Lone Workers and Vehicles (Other than escorting patients and service users)**

The majority of lone workers will use a vehicle to transport them from one visit / venue to another. This may include the use of their personal vehicle, a taxi or public transport. Apart from the potential risk of a road traffic collision (RTC) there are other risks that should be considered and actions that can be taken to reduce those risks. *(APPENDIX 5)*

Lone workers who carry equipment and medicines in the course of their duties are at a greater risk

7.7 **Lone Workers and travelling by foot**

Travel to a destination by vehicle will inevitably involve an element of walking. Lone Workers may also choose to travel by foot where the distances between venue is manageable. Risks will always be present, particularly for those staff who are carrying equipment or medicines and or prescriptions. Sensible precautions will however reduce any risk. *(APPENDIX 6 and 8)*

8 **Action following an incident**

8.1 **Reporting**

Staff must to report all incidents by e-IRF in accordance with the Trust's Incident Reporting Policy. Where a member of staff suffers a physical assault or verbal
aggression this should be dealt with in accordance with the Prevention and Management of Aggression Policy

Members of staff have the right to report incidents to the police if they wish and will be supported by the Trust in doing so. (APPENDIX 9)

Given the possibility of contributory medical conditions or the possible ambiguous nature of the incident, Staff should discuss with the relevant senior manager, or staff side health and safety representative or LSMS before making any contact with the police. (APPENDIX 10)

8.2 Post Incident Support

Counselling and support is available to any member of staff who has experienced an incident of violence, intimidation or abuse. It is the Organisation's responsibility to ensure that all incidents are taken seriously and investigated quickly.

If needed, all levels of staff affected can expect to receive support from a variety of sources which may include Line Manager, Human Resources, Staff Side Representatives, Line Managers, Prevention and Management of Aggression Team (PMA), Local Security Management Specialist (LSMS) and other colleagues. The type of support that can be given includes:

- Assistance with completion of incident forms and other reports e.g. to the Health and Safety Executive.
- Post incident support such as counselling via AMICA (employee assistance programme – telephone 0116 254 4388), or medical advice via the Organisation's Occupational Health Service.
- Help in contacting or dealing with family and relatives plus practical assistance such as medical attention.
- Liaison with the Police and the Crown Prosecution Service to ensure every opportunity is given to pursue criminal proceedings.
- Helping staff to apply for compensation through the Criminal Injuries Compensation Authority (CICA) or the NHS Injury Benefit Scheme.
- Dealing with any press enquiries and ensuring that the member of staff’s privacy is maintained.

8.3 Post-Incident Action and Review

A post incident review is essential to ensure that all available information can be used to ensure that the risk of future incidents can be minimised. A post incident review, including root cause analysis, actions taken and lessons learnt should be undertaken by the appropriate line manager, relevant staff, and where necessary assisted by the LSMS. The Organisation's reporting procedures require this action to finalise its own processes.

9 Sanctions

There are various sanctions that can be taken against individuals or groups who abuse the Organisation’s staff or who steal or inflict damage on its property. These range from criminal prosecutions to civil injunctions.
Advice, guidance and support on the range of sanctions that are available to deal with offenders can be obtained from the LSMS.

10 Publicity

Making use of the media both nationally and locally is a highly effective means of promoting what the NHS and the organisation is doing to protect its staff. Advice is available from NHS Protect media team to ensure the correct balance is achieved between the required deterrent effect and ensuring that staff are not put at further risk.

Managers and Staff should refer to the Trust's Media Handling Guidelines.

11 Lone worker devices and smartphone apps

Where a risk assessment has identified that members of staff are at increased risk and would benefit from access to a lone worker device, the line manager should consult the Health and Safety Compliance Team on the issue of an appropriate device.

Once issued the staff member is responsible for using the device and its maintenance. The employee’s line manager will be issued usage statistics by the Health and Safety Compliance Team and is responsible for ensuring that the employee receives appropriate training in the use of the device and that the device is subsequently used properly. As a guide it is expected that the employee will use the device on all occasions when they are working alone.

Where the risk identified does not require a lone worker device in mitigation but a lone worker smartphone app is available to staff this app should be adopted on a team basis and will provide extra assurance to members of staff. When such apps are adopted further guidance will be issued.

Technology should not be seen as a solution itself but can play an important part in helping to protect lone workers as part of a robust risk assessment process. It is important to recognise however that this will not prevent incidents from occurring; however, if used in conjunction with other robust procedures, will enhance the protection of the lone worker.

Where provided, a mobile phone should always be kept as fully charged as possible at all times and a mobile phone should never be relied on as the only means of communication. (APPENDIX 7)

12 Lone Worker Service

The Trust has a contract with an organisation to provide lone worker devices utilising an NHS Lone Worker Service framework agreement. Under this agreement the agreed supplier will provide the following:

- Helpdesk facilities
- Training
- Network Services
- Lone Worker Devices
• Alarm Receiving Centre (ARC)

All staff issued with a lone worker device will be expected to fully utilise the services provided and regularly record (amber alert) each time they undertake a visit. Information provided as part of an amber alert is essential should a red alert be triggered.

The organisation will ensure that there are agreed escalation contacts available to respond to any red alert in conjunction with the emergency services.

Nominated managers and the LSMS will receive monthly reports detailing amber and red alerts. Monitoring of the reports will ensure correct use of the devices, appropriate reporting and identify if any additional training is needed.

13 Implementation

All new staff joining the organisation will undergo a corporate induction programme at the commencement of their employment which will cover aspects of security and the procedures in place for lone workers.

All managers are accountable for the delivery of the local in-depth induction programme for staff which will cover arrangements such as emergency procedures, incident reporting and safety and include an introduction to relevant policies. The local induction is carried out using an approved checklist which is signed by both staff and manager after completion.

All members of staff who are required to use a mobile phone and lone worker device will be issued these by their manager who will inform them of the arrangements in place for their use.

Following consultation and ratification, the policy will be widely circulated to all staff via the Communication Team’s mailing lists, and LPT’s Policy Group. It will also be available from Organisation’s Website as well as being made available on each buildings Health and Safety Notice board if practicable. Line managers are to ensure that members of staff have access to Trust policies.

14 Training

There is a need for training identified within this policy (APPENDIX 14). Line managers are to ensure that members of staff are aware of individual and team requirements in relation to this policy and that they are aware of their responsibilities in ‘buddy’ systems. They should also be aware of how to report concerns and incident and escalation processes.

Where a lone worker device has been issued line managers are to ensure that members of staff book and carry out initial training before using the device.

15 Monitoring/Audit Arrangements

The policy will be reviewed every 3 years or earlier if there is reason to suspect its validity. The requirements of this document will be audited (APPENDIX 15)
16 References

The following documents should be read in conjunction with this guidance. All are available online.


17 Associated documents

Prevention and Management of Aggression Policy
Security Policy
Data Protection Policy
Health and Safety Policy
Incident Reporting Policy
Risk Management Strategy
Driving Whilst on Trust Business Policy
Escorting Patients Policy
ENVIRONMENTAL RISK ASSESSMENT

The Environmental Risk Assessment form must be completed as fully as possible before or after the first visit using referral information, prior contact with the patient or any other information source.

IMPORTANT: Read guidance notes before completing form and refer to Risk Management Strategy for risk matrix definitions

Patient Name _________________________  DOB __________  NHS NO ____________
Address: _________________________________________________________________
________________________________________________________________________
Date of Risk Assessment __________________________________________________

Using matrix below, enter X in box only where risk score is perceived as 8 or above
Risk Rating = Severity/Consequences x Likelihood

<table>
<thead>
<tr>
<th>External Environment</th>
<th>Internal Environment</th>
</tr>
</thead>
<tbody>
<tr>
<td>Comment</td>
<td>Risk</td>
</tr>
<tr>
<td>Street Lighting</td>
<td>Occupants</td>
</tr>
<tr>
<td>Vegetation</td>
<td>Air Quality</td>
</tr>
<tr>
<td>Property Type</td>
<td>Hygiene</td>
</tr>
<tr>
<td>Animals</td>
<td></td>
</tr>
</tbody>
</table>

Guidance Notes:

Occupants - this section relates to any potential risk to staff from patient, relatives, children or lodgers. This could indicate a single high risk factor e.g. substance misuse, mental health problems.

After completion of form, any risks identified should be discussed with Line Manager and “Identified Hazard Risk Assessment” form completed

This form must be kept in a locally based risk assessment register or patient file. Where a known risk exists, this must be flagged on staff planners or other shared staff information.

This document forms part of the patient’s record and should be copied to Patient’s Notes

Staff Name _________________________  Designation _________________________

ACTION

LINE MANAGER/IDENTIFIED HAZARD RISK ASSESSMENT: YES ☐ NO ☐
FILED IN PATIENT’S NOTES: YES ☐ NO ☐ OTHER (Specify)
ENHANCED ENVIRONMENTAL RISK ASSESSMENT (IMPORTANT: Read guidance notes before completing form and refer to Risk Management Strategy for risk matrix definitions)

IDENTIFIED HAZARD ENVIRONMENTAL RISK ASSESSMENT PROFORMA

<table>
<thead>
<tr>
<th>PATIENT NAME:</th>
<th>ADDRESS:</th>
<th>NHS NO</th>
</tr>
</thead>
<tbody>
<tr>
<td>_____________________</td>
<td>______________________________</td>
<td>______________</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>ASSESSMENT DATE:</th>
<th>______________</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>COMPLETED BY</th>
<th>______________________________</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>SIGNED OFF BY</th>
<th>______________________________</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>HAZARD</th>
<th>POSSIBLE EFFECT</th>
<th>EXISTING CONTROLS</th>
<th>RISK RATING</th>
<th>FURTHER ACTION</th>
<th>REVISED RISK RATING *</th>
</tr>
</thead>
<tbody>
<tr>
<td>e.g. animal</td>
<td>e.g. bite, allergic reaction</td>
<td></td>
<td>Impact/Consequence x Likelihood = Risk</td>
<td>e.g. patient agreed to restrain/removal animal</td>
<td>Severity x Likelihood = Risk</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Impact/Consequences</th>
<th>Likelihood</th>
<th>Risk Rating</th>
</tr>
</thead>
<tbody>
<tr>
<td>Negligible</td>
<td>1</td>
<td>1</td>
</tr>
<tr>
<td>Minor</td>
<td>2</td>
<td>2</td>
</tr>
<tr>
<td>Moderate</td>
<td>3</td>
<td>3</td>
</tr>
<tr>
<td>Major</td>
<td>4</td>
<td>4</td>
</tr>
<tr>
<td>Catastrophic</td>
<td>5</td>
<td>5</td>
</tr>
</tbody>
</table>

Form to be completed for risk ratings 8 and over.
<table>
<thead>
<tr>
<th>HAZARD</th>
<th>POSSIBLE EFFECT</th>
<th>EXISTING CONTROLS</th>
<th>RISK RATING Impact/Consequence x Likelihood = Risk</th>
<th>FURTHER ACTION e.g. patient agreed to restrain/removal animal</th>
<th>REVISED RISK RATING * Severity x Likelihood = Risk</th>
</tr>
</thead>
<tbody>
<tr>
<td>e.g. animal</td>
<td>e.g. bite, allergic reaction</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

RISK STILL UNACCEPTABLE i.e.. 8 AND OVER? — URGENT CASE MEETING TO REVIEW TREATMENT PLAN
<table>
<thead>
<tr>
<th>AGREED TREATMENT PLAN</th>
<th>REVISED RISK RATING</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>SIGNED OFF BY</th>
<th>DESIGNATION</th>
<th>DATE</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

| PATIENT AGREEMENT YES ☐ NO ☐ | PATIENT SIGNATURE: |
DEALING WITH ANIMALS

If there is a known problem with animals at a particular address or location, the occupants should be contacted and politely requested to remove or secure the animals before arrival of NHS staff (bearing in mind that this could provoke a negative reaction).

All possible efforts should be made to ensure that the situation is managed and de-escalated, should hostility become evident. If this is not possible, alternative arrangements should be made to carry out the visit.

Even if there are no known problems with animals, the request should still be made for them to be secured, as clinical procedures may provoke an unforeseen reaction from an animal. Alternatively, the animal's presence may be disruptive, so it may be prudent to request that it be removed or placed in a different room.

If a lone worker is confronted by an aggressive animal on a visit to a patient/service user's address, they should not put themselves at risk. If necessary, they should abandon the visit and report the incident in accordance with local procedures. This information should then be disseminated to all relevant internal (and, where possible, external) parties, including social care and ambulance staff.
ESCORTING PATIENTS AND SERVICE USERS

Before a decision is taken to escort a patient/service user, a full risk assessment should take place. This should consider the safeguards that need to be in place before and during the escorting process. The risk assessment should take into account:

- the physical and mental state of the patient when planning an escort, and to whether they are capable of being transported.

- the level of staff experience and their qualifications, and the number of staff needed to manage the patient during the transfer should be taken into account.

- the type of transport to be used (e.g. ambulance, patient transport service, contracted taxi service or lone worker’s vehicle such as ambulance fast responder car) should also be considered. Staff who escort patients using a contracted taxi service should still be considered lone workers and the necessary precautions taken.

If there is a need for a lone worker to escort a patient, they should always seat the patient behind the front passenger seat and ensure that their seat belt is fastened. This will enable the lone worker to operate the vehicle safely. There have been reported incidents of patients seated as front-seat passengers grabbing at handbrakes and steering wheels while being transported.

Lone workers should not escort a patient by car if there are any doubts about their safety in doing so and alternative arrangements should be made. Lone workers should not agree to transport a patient’s animals.

If a conflict arises (or a patient becomes aggressive), the lone worker should pull over into a safe place and exit the vehicle – if possible, ensuring that the keys are removed. They should follow local procedures, which may involve raising a “red alert”, calling the police, their manager, a colleague or their buddy.

Appropriate planning and provision should be made for the safe return of a lone worker to a familiar place, once the patient has been dropped off. This is particularly important if the lone worker has to return from an unfamiliar place late at night and travel to their place of work alone.

Please refer to associated policies for more information.
LONE WORKING AND VEHICLES (OTHER THAN ESCORTING PATIENTS/SERVICE USERS)

Own Vehicle

Before setting out, lone workers should ensure that they have adequate fuel for their journey.

They should give themselves enough time for the journey to avoid rushing or taking unnecessary risks.

Items such as bags, cases, controlled drugs and other equipment should never be left visible in the car. These should be out of sight, preferably stored in the boot of the vehicle before the start of a journey.

Lone workers should always hold the vehicle keys in their hand when leaving premises, to avoid being distracted by searching for them when outside.

A visual check should be made of the outside of the vehicle. The inside of the vehicle should also be checked for possible intruders before entering.

Once inside the vehicle, all doors should be locked, especially when travelling at slow speed, when stationary at traffic lights and when travelling in high-risk areas. Some staff may understandably feel that a locked door may prevent them from escaping or receiving help in the event of an accident. However, modern vehicles and rescue techniques make this less of a factor than it may seem.

Lone workers should always try to park close to the location that they are visiting and should never take short cuts to save time. At night or in poor weather conditions, they should park in a well-lit area and facing the direction in which they will leave. They should ensure that all the vehicle’s windows are closed and the doors locked.

Lone workers should avoid parking on the driveway of the property they are visiting as their vehicle may be blocked in, delaying or preventing escape. The Health and Safety Executive’s safe driver training programmes advise that lone workers should reverse into car parking spaces so that the door can act as a barrier.

Lone workers driving alone, especially after dark, should not stop, even for people who may appear to be in distress or require help. The lone worker should stop in a safe place and contact the emergency services as appropriate.

If followed, or concerned that they might be being followed, lone workers should drive to the nearest police station or manned and well-lit building, such as a petrol station, to request assistance.

In case of vehicle breakdown or accident, lone workers should contact their manager, colleague or buddy immediately. If they need to leave the vehicle to use an emergency telephone, they should put their hazard lights on, lock their vehicle and ensure that they are visible to passing traffic.

Lone workers should not display signs such as ‘doctor on call’ or ‘nurse on call’ as this may encourage thieves to break in to the vehicle to steal drugs, for example.
Lone workers should avoid having items in their vehicle that contain personal details, such as their home address.

Staff should avoid working in their stationary vehicles, particularly using their laptops.

**Taxis**

Whenever possible, a taxi should be booked in advance using the contracted taxi service.

If a taxi has not been booked, the lone worker should use the number of a reputable cab company – ideally saved on fast dial in their mobile phone – and find a safe place to wait. As a last resort, they should go to a taxi rank to hail a cab. Lone Workers should not hail a cab in the street or accept an offered lift from a cab.

They should never use a minicab, unless it is licensed or a registered hackney carriage. When travelling, they should sit in the back, behind the front passenger seat.

They should be aware of child locks and central locking (although most black cabs will have locked doors while in transit) in the taxi.

They should not give out personal or sensitive information to the driver (either through conversation with them or while talking on a mobile phone).

**Public Transport**

Before using public transport, lone workers should have a timetable for their route. They should give their manager, colleague or buddy details of their intended route and mode of transport. If they have to vary their route or experience a significant delay, they should inform the relevant individual.

They should always try to sit near the public vehicle driver, preferably in an aisle seat.

They should familiarise themselves with safety procedures in the event of an emergency.

They should avoid empty upper decks on buses or empty train compartments (an also avoid these situations if there is only one other passenger.

Avoid working from laptops or other electronic equipment.

If threatened by other passenger(s) they should inform the driver/guard.
LONE WORKERS – TRAVELLING BY FOOT

Planning before a journey should include determining the safest route for lone workers, highlighting known areas of concern, including any crime hotspots.

Planning should include the actions lone workers should take if they require assistance, how to safely carry personal possessions and equipment and what to do in the event of a theft.

When setting off, lone workers should walk briskly, if possible, and not stop in areas that are unknown to them (for example, to look at a map or ask for directions). If they require assistance, they should go into a safe establishment, such as a police station, petrol station or reputable shop and ask for directions or, if necessary, to call for assistance from their manager, colleague or buddy.

Risk assess your surroundings before answering or using your mobile - be discreet - better still, use hands-free!!

They should avoid using mobile phones overtly in any area (before a visit, they should make a note of the phone’s SIM number in case of theft) and, if carrying equipment, should ensure that this is done using bags that do not advertise what they are carrying. This is particularly relevant for computers.

Avoid carrying too much luggage to keep your hands free.

Lone workers should ensure that they can comfortably carry their bags so that they do not have to stop and rest whilst walking.

Lone workers should stay in the centre of pavements, facing oncoming traffic.

They should remain alert to the people and environment around them, staying on well-lit paths and areas if possible.

They should avoid waste ground, isolated pathways and subways, particularly at night.

If you are walking to your car, make sure you always have your car keys in your hand before going outside (if you have to pay parking charges, make sure you have the car park ticket ready and sufficient cash to pay the fee before leaving the building).

Only carry small amounts of money – reduce the payoff and you reduce the target!

If someone attempts to steal what they are carrying, they should relinquish the property immediately without challenge. If carrying a handbag or similar, they should consider carrying their house keys and mobile phone separately.

It is important that any theft, or attempted theft, is reported both internally and to the police as soon as is practicable and safe to do so. The lone worker should make a note of the date, time and descriptions of events and attacker(s), as soon as they are in a position to do so and retain it safely until it is requested by the police or LSMS.
USE OF MOBILE PHONES

Staff members should ensure they know how to use the mobile phone properly and that it is always adequately charged.

Lone Workers should always check the strength of the signal before entering a situation.

Where it is known or it becomes evident that there is no mobile phone network coverage the Lone Worker should attempt to flag this up with colleagues, providing patient home telephone numbers on staff planners. It is also good practice to advise how long they will spend at such visits. Once the visit is completed, they should let their manager/colleague know they are safe.

Emergency contacts should be kept on speed dial, as this will assist making a call to raise an alarm.

The phone should never be left unattended but should be kept close at hand in the event of an emergency.

The use of a mobile phone could potentially escalate an aggressive situation and the Lone Worker should use it in a sensitive and sensible manner.

“Code” words or phrases should be agreed and used that will help Lone Workers convey the nature of the threat to their managers or colleagues so that they can provide the appropriate response, such as involving the police.

The mobile phone could also be a target for thieves and care should be taken to be as discreet as possible whilst remaining aware of risks and keeping it within reach at all times.

The mobile phone should never be used whilst driving. It is against the law.

Avoid making or taking calls whilst walking alone as this decreases overall awareness of surroundings.
PERSONAL ALARMS

The Organisation will provide, upon request, all Lone Workers with personal alarms. It is essential that all users read the instructions and are aware of the limitations – THEY DO NOT PROVIDE INVINCIBILITY.

Alarms are more effective in situations where other people may hear them and could respond or where there is the possibility of a quick escape. However, the assumption must be that there will be no certainty of assistance as most alarms sound like car alarms. Panic alarms are primarily to “stun” an assailant for a few seconds, allowing the Lone Worker to make their escape.

- It is also recommended that the Lone Worker discards the personal alarm so that the assailant’s attention is diverted to silencing the alarm.

- Alarms can provide you with valuable seconds to get away but for this to be effective – Alarms MUST be carried so that they are easy to reach in an emergency i.e. carried in the hand, in an easy to reach pocket or clipped onto a belt – not concealed in a bag.

- Alarms should be used pointing towards the potential assailant, away from the Lone Worker.

- The lone worker should report any incidents where they have been threatened or assaulted.

IT IS YOUR RESPONSIBILITY TO CHECK AND REPLACE THE ALARM BATTERY –

NO BATTERY – NO ALARM
REPORTING PROCESS FOR INTENTIONAL PHYSICAL ASSAULTS

Staff member involved or colleague

- Contact Locality Security Management Specialist (LSMS) within 24 hours by email or telephone
- Incident uploaded to Security Incident Reporting System (SIRS)
- LSMS will liaise with relevant staff member and their line manager, Police, Security Management Director and Legal Protection Unit
- Incident uploaded to Security Incident Reporting System (SIRS)

Complete Incident-reporting forms

- Log onto Safeguard
- Contact Line Manager or Duty Manager if out of hours
- Contact Police/Emergency Services as required
- Contact Union Rep if required

When reporting incidents to the Police use either the emergency (9) 999, 101 or 0116 2222222 depending on the response needed. (9) 999 should be used when immediate action to a situation is needed.
REPORTING NON INTENTIONAL PHYSICAL ASSAULT

Staff member involved or colleague

Contact Line Manager or Duty Manager if out of hours

Contact Union Rep if Required

Complete Incident-reporting forms

Contact LSMS within 24 hours by email or telephone

LSMS will liaise with relevant staff member and their line manager and Security Management Director

LSMS will report to police and liaise with relevant staff.

Incident logged onto centralised SiRS database

Consideration should be given to circumstances

- Patients on some medications
- Patients with Dementia/Alzheimer's
- Patients with Learning Disabilities
- Some incidents involving children’s behaviour/reactions
REPORTING UNACCEPTABLE BEHAVIOUR, ACTIONS OR COMMENTS

When reporting incidents to the Police use either the emergency (9) 999 or 0116 2222222 or 101 depending on the response needed. (9) 999 should only be used when there is immediate danger and an urgent action is essential.

Staff member involved to contact Incident Team as per Reporting Process

Report to Police Depending on Incident

Line Manager or Duty on Call Manager

Contact Union Rep if required

Complete e-IRF Form

Manager completes e-IRF and sends to Safeguard Team

Contact LSMS within 24 hours by email or telephone

Safeguard system forwards copy of IRF to LSMS

Where necessary LSMS will liaise with relevant staff member and their line manager, Police, Security Management Director and Legal Protection Unit

Examples of unacceptable behaviour are:
- Threats or threatening behaviour
- Offensive sexual gestures or behaviour
- Derogatory remarks e.g. racial, sexual or personal
- Malicious allegations
- Excessive noise such as shouting
- Harassment
- Threatening or abusive language including excessive swearing or offensive remarks
### Employee Details

<table>
<thead>
<tr>
<th>Name</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Position</td>
<td></td>
</tr>
<tr>
<td>Base</td>
<td></td>
</tr>
<tr>
<td>Area covered</td>
<td></td>
</tr>
<tr>
<td>Works Telephone Number</td>
<td></td>
</tr>
<tr>
<td>Home Address</td>
<td></td>
</tr>
<tr>
<td>Land Line Telephone Number</td>
<td></td>
</tr>
<tr>
<td>Mobile Telephone Number</td>
<td></td>
</tr>
<tr>
<td>Vehicle Make</td>
<td></td>
</tr>
<tr>
<td>Model</td>
<td></td>
</tr>
<tr>
<td>Colour</td>
<td></td>
</tr>
<tr>
<td>Registration</td>
<td></td>
</tr>
<tr>
<td>Next of Kin Name</td>
<td></td>
</tr>
<tr>
<td>Relationship</td>
<td></td>
</tr>
<tr>
<td>Contact Telephone Number</td>
<td></td>
</tr>
</tbody>
</table>
Duties outlined in this Policy will be evidenced through monitoring of the other minimum requirements.

Where monitoring identifies any shortfall in compliance the group responsible for the Policy (as identified on the policy cover) shall be responsible for developing and monitoring any action plans to ensure future compliance.

<table>
<thead>
<tr>
<th>Reference</th>
<th>Minimum Requirements to be monitored</th>
<th>Evidence for self-assessment</th>
<th>Process for Monitoring</th>
<th>Responsible Individual / Group</th>
<th>Frequency of monitoring</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Managers will ensure that all clinical staff members complete environmental risk assessments for each patient prior to or at least after the first visit and that relevant issues are appropriate flagged.</td>
<td>Risk assessment process - Section 6</td>
<td>Local responsibility for reviewing local risk assessments</td>
<td>Risk owners</td>
<td>In accordance with identified review dates on risks</td>
</tr>
<tr>
<td>2</td>
<td>Managers will monitor appropriate use of the Lone Worker Devices by auditing monthly reports from the Lone Worker Service on the appropriate use of the Lone Worker devices and correct escalation procedures.</td>
<td>Incident Reporting – Section 8</td>
<td>Monitoring of trends against national benchmarking data</td>
<td>Health &amp; Safety Committee</td>
<td>Monthly</td>
</tr>
</tbody>
</table>
## Policy Training Requirements

The purpose of this template is to provide assurance that any training implications have been considered

<table>
<thead>
<tr>
<th>Training topic:</th>
<th>Violence and Aggression, Lone Working, Risk Assessment</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Type of training:</strong></td>
<td>Conflict Resolution Training (CRT)</td>
</tr>
<tr>
<td></td>
<td>Management of Actual or Potential Aggression (MAPA)</td>
</tr>
<tr>
<td></td>
<td>training Strategies for Crisis Intervention and Prevention (SCIP)</td>
</tr>
<tr>
<td></td>
<td>Lone worker device training</td>
</tr>
<tr>
<td></td>
<td>Risk assessment training</td>
</tr>
<tr>
<td><strong>Division(s) to which the training is applicable:</strong></td>
<td>Adult Learning Disability Services</td>
</tr>
<tr>
<td></td>
<td>Adult Mental Health Services</td>
</tr>
<tr>
<td></td>
<td>Community Health Services</td>
</tr>
<tr>
<td></td>
<td>Enabling Services</td>
</tr>
<tr>
<td></td>
<td>Families Young People Children</td>
</tr>
<tr>
<td></td>
<td>Hosted Services</td>
</tr>
<tr>
<td><strong>Staff groups who require the training:</strong></td>
<td>All members of staff who interact with patients and other members of the public in carrying out their duties</td>
</tr>
<tr>
<td><strong>Update requirement:</strong></td>
<td>Yes (as per training requirements)</td>
</tr>
<tr>
<td><strong>Who is responsible for delivery of this training?</strong></td>
<td>Trust</td>
</tr>
<tr>
<td><strong>Have resources been identified?</strong></td>
<td>Yes</td>
</tr>
<tr>
<td><strong>Has a training plan been agreed?</strong></td>
<td>Yes</td>
</tr>
<tr>
<td><strong>Where will completion of this training be recorded?</strong></td>
<td>Yes</td>
</tr>
<tr>
<td><strong>How is this training going to be monitored?</strong></td>
<td>Health and Safety Committee</td>
</tr>
</tbody>
</table>
Due Regard Screening Template

Section 1

<table>
<thead>
<tr>
<th>Name of activity/proposal</th>
<th>Working Alone</th>
</tr>
</thead>
<tbody>
<tr>
<td>Date Screening commenced</td>
<td>November 2014</td>
</tr>
<tr>
<td>Directorate / Service carrying out the assessment</td>
<td>Health and Safety Compliance Team</td>
</tr>
<tr>
<td>Name and role of person undertaking this Due Regard (Equality Analysis)</td>
<td>Robert Lovegrove, LSMS</td>
</tr>
</tbody>
</table>

Give an overview of the aims, objectives and purpose of the proposal:

AIMS:

OBJECTIVES:

PURPOSE:

Section 2

<table>
<thead>
<tr>
<th>Protected Characteristic</th>
<th>Could the proposal have a positive impact Yes or No (give details)</th>
<th>Could the proposal have a negative impact Yes or No (give details)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Age</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Disability</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Gender reassignment</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Marriage and Civil Partnership</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Pregnancy and Maternity</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Race</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Religion and Belief</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Sex</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Sexual Orientation</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Other equality groups?</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Section 3

Does this activity propose major changes in terms of scale or significance for LPT? For example, is there a clear indication that, although the proposal is minor it is likely to have a major affect for people from an equality group/s? Please tick appropriate box below.

Yes | No
---|---
High risk: Complete a full EIA starting click [here](#) to proceed to Part B | Low risk: Go to Section 4.

Section 4

It this proposal is low risk please give evidence or justification for how you reached this decision:

Sign off that this proposal is low risk and does not require a full Equality Analysis:

Head of Service Signed: Bernadette Keavney
Date:
### The NHS Constitution

#### NHS Core Principles – Checklist

Please tick below those principles that apply to this policy

The NHS will provide a universal service for all based on clinical need, not ability to pay.
The NHS will provide a comprehensive range of services.

<table>
<thead>
<tr>
<th>Principle</th>
<th>Ticked</th>
</tr>
</thead>
<tbody>
<tr>
<td>Shape its services around the needs and preferences of individual patients, their families and their carers</td>
<td>☐</td>
</tr>
<tr>
<td>Respond to different needs of different sectors of the population</td>
<td>√</td>
</tr>
<tr>
<td>Work continuously to improve quality services and to minimise errors</td>
<td>☐</td>
</tr>
<tr>
<td>Support and value its staff</td>
<td>√</td>
</tr>
<tr>
<td>Work together with others to ensure a seamless service for patients</td>
<td>☐</td>
</tr>
<tr>
<td>Help keep people healthy and work to reduce health inequalities</td>
<td>√</td>
</tr>
<tr>
<td>Respect the confidentiality of individual patients and provide open access to information about services, treatment and performance</td>
<td>☐</td>
</tr>
</tbody>
</table>